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[bookmark: _Toc367825285][bookmark: _Toc383350700]Introduction and Instructions
Please use these response sections to provide specific details of the proposed approach to meeting Covered California’s Enterprise Analytics Solution requirements in each area. Responses should, when necessary, reference requirements using the appropriate RFP Requirement Numbers from Template I - RFP Non-Functional Requirements.
Also, include one or more diagrams where necessary that detail the proposed design, approach and the relationships between key components.
Responses in this document must be highly-focused on the specific requirements and must not simply provide generic or marketing descriptions of the Vendor’s capabilities.

The services and systems to be provided include, but are not limited to the following:

	· Generalized System Behavior Requirements
· Usability
· Audit / Compliance
· Service Level Requirements (SLRs) and Performance
· Interface List

· Technology Requirements
· Interoperability / Interfaces
· Scalability and Extensibility
· Regulatory and Security
· Transformation and Delivery

	· Implementation and Support
· Project Management
· Environment Installation and Configuration
· Knowledge Transfer & Training
· Design, Development & Customization
· Deployment
· Quality Management
· Production Support & Transition
· Defect Resolution and Solution Acceptance
· System Administration
· System Management
· Data Hosting, Storage, and Management






[bookmark: _Toc383350701]Use and Performance
[bookmark: _Toc383350702]Usability
Instructions: Describe the design approach and the characteristics of the user interface for the System. The System must be designed to utilize a browser based or a Rich Internet Application that can provide feature rich applications that can be updated over the Wide Area Network and the Internet, and should deliver a consistent user experience to Covered California employees, contractors, and partners. Covered California has a preference for presenting a unified user interface through the Oracle WebCenter Portal to Covered California and its Service Provider partners. Describe how the different aspects of system functionality can be delivered within WebCenter with Single Sign On capabilities.

<Response>

[bookmark: _Toc383350703]Audit / Compliance
Instructions: Describe the Vendor’s approach to fulfilling all of the Audit and Compliance requirements.

<Response>

[bookmark: _Toc383350704]Service Level Requirements (SLRs) and Performance
Instructions: Describe the Vendor’s approach for the System to meet Service Level Requirements (SLRs) and Performance standards and how the SLA targets will be measured and reported. The approach must, at a minimum, provide details on how the System will meet or exceed the Performance Requirements set forth in the Template I – Non-Functional Requirements, Tab G3. SLRs and Performance.

<Response>

[bookmark: _Toc383350705]Interface List
The System will acquire data from the 11 contracted QHP issuers as specified in their contracts.  These organizations are obliged to provide a wide variety of detailed data on a regular basis including, but not limited to enrollment and claims data for their qualified plans and enrolled beneficiaries.  This data will be mainly supplied in the form of quarterly batch loads.
Additionally, the System will interface with the following organizations:

· The System will acquire claims and enrollment data from each Issuer, as specified in Attachment 7 of the Model Contract, on a quarterly basis.  
· The System will acquire the following datasets from Covered California:
· The System will acquire the Covered California all-QHP Provider Directory demographics data on a quarterly basis
· The System will acquire the Covered California enrollment dataset on a monthly basis
· The System will acquire the Covered California Customer Relationship Management (CRM) dataset on a monthly basis
· The System will acquire the Covered California Premium Excel File (Issuer and product premium data) on a quarterly basis
· The System will acquire the Covered California Issuer Organizational Demographics dataset on a quarterly basis
· Supply Covered California Issuers’ claims and enrollment data to the California All-Payer Claims Database managed by CHPI (California Healthcare Performance Information System)
· Supply Covered California enrollment data (consolidated enrollment dataset that integrates Covered California’s and the Issuers’ enrollment data) to California Medi-Cal, the California Medicaid program managed by the Department for Health Care Services (DHCS)
· Acquire data from additional organizations as determined by Covered California

Instructions: Describe the Vendor’s approach to interfacing with the various organizations as listed above. 

<Response>


[bookmark: _Toc383350706]Technology Requirements
[bookmark: _Toc383350707]Interoperability / Interfaces
Instructions: 
Describe the system integration approach between the Clinical and Network Data Aggregation and Analytics System, Covered California Interfaced Systems and any other proposed third party systems or products. Describe the interoperability features and capabilities of the proposed Clinical and Network Data Aggregation and Analytics System including integration with the Covered California using a Service Oriented Architecture via an Enterprise Service Bus. The approach must, at a minimum, provide details on how the proposed Solution intends to meet or exceed the Interoperability-Integration Requirements set forth in the document ‘Non-Functional Requirements, Tab T1 Interoperability-Interfaces Requirements’ of Response Template I.

<Response>

[bookmark: _Toc383350708]Scalability and Extensibility
Instructions: Describe the Vendor’s approach to Scalability and Extensibility of the System. The Vendor’s approach, at a minimum, must take the following topics into consideration while providing the details of how the solution will meet or exceed the Scalability and Extensibility Requirements set forth in the Template I – Non-Functional Requirements, T2. Scalability & Extensibility.
· Ability to meet Future Growth
· Configurability
· Flexibility to keep up with changing Technology and Regulatory needs
· Ease of Maintenance
· Describe how the Vendor’s system would scale for multiple business units with different missions. 


<Response>

[bookmark: _Toc383350709]Regulatory and Security
Instructions: Describe the Vendor’s approach to harmonizing the Regulatory requirements, audit compliance and Security needs of the System. The Vendor’s approach, at a minimum, must take the following topics into consideration while providing the details of how the System will meet or exceed the Regulatory and Security Requirements set forth in the Template I – Non-Functional Requirements, T3. Regulatory & Security.
· Adhere to, harmonize, and enable the listed federal and local regulations
· Protect and secure the information assets within the System
· Enable Identity and Access Management
· Covered California data may include personally identifiable information, tax information or HIPAA protected information.  How does the Vendor ensure Covered California data will be isolated and protected?  Please explain the architecture and the related security model.  
· Explain how the Vendor’s system might leverage an MS Office SharePoint Server (MOSS) environment


<Response>

[bookmark: _Toc383350710]Transformation and Delivery
Instructions: Describe the Vendor’s approach to Transformation and Delivery. The Vendor’s approach, at a minimum, must take the following topics into consideration while providing the details of how the System will meet or exceed the Regulatory and Security Requirements set forth in the Template I – Non-Functional Requirements, T4. Transformation & Delivery.
· Data Delivery - Ability to provide data to consuming applications, processes and databases in a variety of modes
· Data Transformation - Built-in capabilities for achieving data transformation operations of varying complexity. 
· Design and Development Environment - Capabilities for facilitating design and construction of data integration processes
· Metadata and Data Modeling Support - Ability to capture, reconcile and interoperate metadata, and create and maintain data models
· Data Governance Support  - Mechanisms for aiding the understanding and assurance of data quality
· Operations and Administration - Facilities for supporting, managing and controlling data integration processes
· Deployment Architecture - Hardware and operating system options for deployment of data integration processes
· Architecture and Integration - Facilities for supporting, managing and controlling data integration processes, and Service-oriented characteristics and support for SOA deployments

<Response>

[bookmark: _Toc383350711]Implementation and Support
[bookmark: _Toc383350712]Project Management
[bookmark: _Toc289436796]The selected vendor shall agree to follow project management methodologies that are consistent with the Project Management Institute’s (PMI) Project Management Body of Knowledge (PMBOK) Guide. All staff and subcontractors proposed to be used by the Vendor shall be required to follow a consistent methodology for all Contract activities.
The Contractor will provide a project manager ("PM") whose effort will incorporate all the tasks necessary to successfully implement the project.  These tasks will include, among others consistent with the PMBOK methodology, updating Project Plans, assigning staff, scheduling meetings, reviewing status reports, addressing project issues and change orders, and preparing presentations for Covered California stakeholders.  The successful Vendor’s Project Manager shall have overall responsibility for the project deliverables, schedule, and successful implementation of the project as planned and all activities of Contractor’s resources.
Covered California’s Project Manager shall supervise the Contractor’s performance to the extent necessary to ensure that the Contractor meets performance expectations and standards.   A selected vendor’s Project Manager shall work closely with the Covered California’s Project Manager on a day to day basis.  A selected vendor’s Project Manager shall be on-site in California as Covered California may require during the entire project based upon an agreed project schedule.  A selected vendor’s Project Manager shall be required to schedule and facilitate weekly project team status meetings either onsite in California or via teleconference. 
The selected vendor’s Project Manager shall provide weekly written Status Reports to the Covered California Project Manager.  Status Reports shall include, at a minimum: all tasks accomplished, incomplete, or behind schedule in the previous week (with reasons given for those behind schedule); all tasks planned for the coming two weeks, an updated status of tasks (entered into the Project Plan and attached to the Status Report – e.g., % completed, completed, resources assigned to tasks, etc), and the status of any corrective actions undertaken.  The report will also contain items such as the current status of the project’s technical progress and contractual obligations, achievements to date, risk management activities, unresolved issues, requirements to resolve unresolved issues, action items, problems, installation and maintenance results, and significant changes to Contractor’s organization or method of operation, to the project management team, or to the deliverable schedule where applicable. The Covered California PM and the Contractor PM will come to agreement on the exact format of the report document at or before the project kickoff meeting.
Covered California shall require, at a minimum, the following Project Management Deliverables:
· Contractor PM to work with Covered California project team to finalize a detailed project workplan (in Microsoft Project).  The selected vendor shall maintain and update the project plan on a regular basis (at least weekly, if not daily).
· Project kickoff meeting.
· A detailed Project Management Plan (PMP).
· Weekly project status reports as defined above.
· Up-to-date project issues log.
· Up-to-date risk log.
· Weekly project team meetings which shall include meeting agendas and meeting discussion log, action items and update issues and risk logs accordingly.
The Vendor must provide a narrative overview of how the proposed solution will meet the Covered California requirements.  
Instructions: Describe the Vendor's methodology, tools, and techniques used to support projects from requirements through finished deliverables including deployment of the new System, project management, checkpoints and periodic status reporting.  Describe policies and procedures employed to ensure the timely completion of tasks in a quality fashion. 

<Response>

[bookmark: _Toc383350713]Environment Installation and Configuration
Instructions: Describe what the Vendor believes to be an effective Environment Configuration strategy and approach by providing details on Configuration of all hardware, software and tools proposed. Also, describe what the Vendor believes to be an effective Environment Installation strategy and approach and the specifications for all necessary hardware, software and tools for the Six (6) enterprise environments listed below. The Vendor can propose to combine certain environments, where appropriate. The six (6) environments include:
1. Production
2. QA/Staging
3. Development
4. Test
5. Training
6. Disaster Recovery


<Response>

[bookmark: _Toc383350714]Knowledge Transfer and Training
Instructions: Describe the Vendor’s overall approach regarding the following areas of Knowledge Transfer and Training. Please include in the response what the Vendor believes will be an effective process for each component and flow between each of the following areas:
[bookmark: _Toc383350715]Knowledge Transfer
Instructions: Describe what the Vendor believes to be an effective Knowledge Transfer strategy and approach including describing the approach for bringing managers, end users, and technical personnel to an appropriate level of understanding of Covered California’s solution.

<Response>
[bookmark: _Toc383350716]Training Strategy and Approach
Instructions: Describe what the Vendor believes to be an effective Training strategy and approach and what user and technical training the Vendor would recommend to the State for this System.  Include the training of State personnel who will work on the project, as well as users and executives.  Describe how State Users will be trained in partnership with Covered California.  Describe how Covered California IT staff will be provided technical training to ensure required support and technical capabilities to support the maintenance and operations needs of the new System.  Include the method of training for each of these classifications of individuals, an approximation of the number to be trained, estimated duration of each component of the training program, and the method to be used to ensure that the training was successful.

<Response>

[bookmark: _Toc383350717]Design, Development & Customization
Instructions: Describe the Vendor’s overall approach regarding the following areas of system development life cycle (SDLC) and support.  Please include in the response what the Vendor believes will be an effective process for each component and flow between each of the following areas:
[bookmark: _Toc383350718]System Design Methodology
Instructions: Describe the Vendor’s System Design methodology. Include in the response a description of what the Vendor believes will be an effective System Architecture and Design methodology and also the detailed Design Specifications. 

<Response>
[bookmark: _Toc383350719]System Development Methodology
Instructions: Describe the Vendor’s System Development methodology. Include in the response a description of what the Vendor believes will be an effective system development methodology (e.g., Waterfall model, Rapid Application Development etc.) for both the Vendor and for Covered California during the implementation of the proposed solution. Also, describe the Vendor’s process which ensures that Covered California’s IT staff will be able to develop the required skills to support, maintain and enhance the System after deployment into production. 

<Response>
[bookmark: _Toc383350720]System Customization Methodology
Instructions: Instructions: Describe what the Vendor believes will be an effective System Configuration and/or Customization methodology for both the Vendor and for Covered California during the implementation of the proposed solution. Also, describe the Vendor’s process which ensures that Covered California’s IT staff will be able to develop the required skills to support, maintain and enhance the system after deployment into production.

<Response>

[bookmark: _Toc383350721]Deployment
Instructions: Describe the Vendor’s overall approach regarding the following areas of system development life cycle (SDLC) and support. Please include in the response what the Vendor believes will be an effective process for each component and flow between each of the following areas:

<Response>
[bookmark: _Toc383350722]Deployment
Instructions: Describe the Vendor’s methodology, tools, and techniques for implementation/rollout planning. What specific staging, readiness and deployment techniques will the Vendor use to determine the proper sequencing of deployment processes and functions required for successful implementation?

<Response>
[bookmark: _Toc383350723]Implementation Strategy, Approach and Timeline
Instructions: Describe what the Vendor believes to be an effective implementation and deployment strategy. In addition, include what the Vendor believes would be a realistic implementation approach and timeframe for the implementation of a System that would meet Covered California’s requirements.  If some of the System’s Functional or Technical requirements and capabilities are not part of the standard Solution (available now or via Configuration), please describe a proposed phasing methodology to deliver to Covered California’ full requirements.  Provide reference to the Vendor’s proposed Work Plan and WBS in the required Microsoft Project® Work Plan submission.

<Response>
[bookmark: _Toc383350724]Data and Documentation Retention
Instructions: The Vendor shall implement and comply with industry standard backup procedures and Covered California’ backup requirements, as well as Covered California’ record and document management policies. As part of its response to the RFP, describe the Vendor's backup processes and procedures.

<Response>
[bookmark: _Toc383350725]Issues, Challenges and Potential Risks
Instructions: Covered California is interested in any information that may help to identify issues, clarify the requirements, reduce risk of the procurement, and identify issues and challenges of designing and implementing the proposed System.  Please highlight any concerns or recommendations in this section

<Response>
[bookmark: _Toc383350726]Lessons Learned
Instructions: It will be helpful to understand what the Vendor sees as the successes and primary challenges in the implementation of similar systems. In order to gain this insight, Covered California would like to draw upon the Vendor’s experiences with similar projects.  Please describe any “lessons learned” from the Vendor’s relevant experience and how those lessons learned will impact the Vendor’s approach to this project.

<Response>

[bookmark: _Toc383350727]Quality Management
Instructions: Describe the Vendor’s quality assurance practices as well as how the Vendor incorporates each customer's unique requirements. The response shall describe the Vendor’s internal quality management program referencing the use of any specific methodologies.

<Response>

[bookmark: _Toc383350728]Production Support & Transition
Instructions: This section defines Vendor requirements regarding the M&O Support approach (availability of staff, lead time for on-boarding of staff, staff due diligence process, knowledge transfer and documentation processes, etc.).  The Vendor’s Proposal must provide information that can be used by Covered California to evaluate the Vendor’s knowledge of, and intended approach to, the M&O Support requirements.  This information must include at least the following:
· Proposed approach for providing ongoing maintenance and support services, including a flexible and scalable approach to providing the various types of personnel, including:
· Architect
· Business Analyst/Functional Lead
· Change Management Lead
· Communication/Network Specialist
· Database Administrator
· Database Designer
· Help Desk Specialist 
· Hardware Specialist 
· Operations Lead/Manager
· Project Director
· Project Manager
· Programmer
· Quality Assurance Manager
· Security Systems Engineer
· Systems Administrator
· Technical Writer
· Test Lead/Manager
· Tester
· Training Lead/Manager
· Training Specialist
· Detail the proposed Termination Assistance Services strategy including documentation and knowledge transfer to Covered California which may include other subcontractor(s).
· Detail the proposed approach to system operations support, including the levels of support offered and the process for requesting support.  In addition, provide a summary of the Vendor’s proposed strategy for maintaining and repairing the System.  Please address the following areas (at a minimum):
· Base Software Maintenance Period
· Incident and maintenance request reporting 
· Optional Extension Software Maintenance Periods

<Response>

[bookmark: _Toc383350729]Defect Resolution and Solution Acceptance
Instructions: Detail the proposed approach to Defect Resolution and Solution Acceptance that shall incorporate methodologies and practices which will assist Covered California in successfully managing the enterprise's M&O life cycle phase and shall address at least the following areas:
· Support Model
· Triage Procedures
· Tools
· Identification of Roles and Responsibilities of support personnel
· Release Management
· Upgrades
· Maintenance
· On-going Operations
· Customer Support
· Specific support procedures for production
· Deliverables
· Resource Requirements (staff loading)
· Capacity Management
· Technology Refresh
· Solution Security
· Backup and Recovery
· Disaster Recovery
· Defect/Issue management


<Response>

[bookmark: _Toc383350730]System Administration
Instructions: Describe the System Administration tools and procedures that will be delivered for the ongoing support and maintenance, including customization of the Vendor’s solution. Describe the proposed overall management framework, including proposed tools for:
· Application management and monitoring
· Web services management
· Systems management and monitoring
· Event management
· Identity and Access Management
· Network management and monitoring
· Performance monitoring
· Print Prioritization & Management
· Workload Management
· Archive/Purge of Log files
· Version control capabilities
· Logging, reporting for accessing errors and exceptions and unauthorized access
· Public key/private key encryption Secure Socket Layer (SSL) certificates
· Single sign-on capability and integration with Covered California's Active Directory authentication and authorization
· Admin tools and maintenance routines
· Firewalls and Demilitarized Zone (DMZ) for external access and remote access
· Administration of User Accounts, User Roles, User Groups etc.
Describe any proposed third-party off-the-shelf management tools and include detailed information regarding provider, product and version.

<Response>

[bookmark: _Toc383350731]System Management
Instructions: Detail the proposed approach to System Management that shall incorporate methodologies and practices which will assist Covered California and its hosting Vendor in successfully managing the System and shall address at least the following areas:
· Generate Administrative Alerts
· Updates to Distributed components
· SLA Monitoring
· Remote control support
· Event Management and Monitoring using ITIL v3 or equivalent best practices
· Application Performance Monitoring
 

[bookmark: _Toc383350732]Data Hosting, Storage, and Management
Instructions: Describe details on the Data Storage software and hardware components the Vendor proposes to use in its System.

<Response>

[bookmark: _Toc272349493][bookmark: _Toc371446869][bookmark: _Toc383350733]Non-Functional Requirements Assumptions
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